Operation, Administration, and Maintenance (OAM) tools are seen by operators as vital to ensure reliability and performance of their networks. User-plane OAM tools are required to verify that end nodes maintain path continuity for connectionless networks and correct connectivity in connection-oriented networks, and are thus able to deliver customer data to target destinations according to both, availability and QoS (Quality of Service) guarantees, given in SLAs (Service Level Agreements).
When comparing OAM paradigms it is reasonable to analyze both tools available and objects to which these tools are applicable, can be worked on.

OAM tools are required:

· efficiently detect, identify, and localize defects at the particular network layer;

· provide mechanisms for defect notification and defect handling, e.g. suppress alarm storms;

· include criteria for defining availability (entry/exit) and the relationship to performance measurements;
· trigger for corrective actions (e.g. protection switching) when failures occur.
Below are requirements towards OAM functions:
1. Both on-demand and proactive continuity check to confirm data plane reachability;

2. Both on-demand and proactive connectivity verification to confirm mis-connection defects do not exist on examined path;

3. Automatic defect detection and notification;

4. Ability to inform client-layers of the detected defect in order to avoid multiple alarm events to be raised simultaneously, or cause unnecessary corrective actions;

5. Capability to measure availability and QoS performance in-band;

To meet these requirements OAM tools may use set of OAM packets:
· Continuity Check/Fast Failure Detection;

· Connectivity Verification;

· Forward Defect Indication;
· Backward Defect Indication;

· Performance (Delay, Loss) Measurement;

· Loopback;

· Linktrace.

OAM tools are used to detect defects as:

· Loss of Continuity;

· Unexpected remote MEP/Trail Termination Source Identifier;

· Miss-merge;

· Miss-connection

Definition of performance degradation is in context of the particular SLA.
When analyzing commonality among OAM models matching OAM to listed above requirements, mechanisms/packets used and defects detectable is important. The proposal is to compare IETF OAM, IP OAM, IP/MPLS OAM, MPLS-TP OAM, and TRILL OAM, according to proposed criteria to gauge extent of the common set of elements among those. Then we can conclude whether Generic OAM Data Model is attainable, useful.
For example, Table 1 gives example of the analysis.

	Metric
	IP
	IP/MPLS
	MPLS-TP
	TRILL

	Trail Termination Source Information/MEP ID
	Implicit
	Implicit
	Explicit
	Explicit

	MIP ID
	Implicit
	Implicit
	Explicit
	Explicit

	On-demand Continuity Check
	Yes
	Yes
	Yes
	Yes

	Proactive Continuity Check
	Yes
	Yes
	Yes
	Yes

	On-demand Connectivity Verification
	Yes
	Yes
	Yes
	Yes



	Proactive Connectivity Verification
	No
	No
	Yes
	Yes

	Forward Defect Indication
	No
	No
	Yes
	Yes

	Backward Defect Indication
	No
	No
	Yes
	Yes

	Loss Measurement
	Yes
	Yes
	Yes
	Yes

	Delay Measurement
	Yes
	Yes
	Yes
	Yes

	Loss of Continuity Defect
	Yes
	Yes
	Yes
	Yes

	Miss-merge Defect
	No
	No
	Yes
	Yes

	Miss-connection Defect
	No
	No
	Yes
	Yes


